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The purpose of this study is to explore how Turkish companies are implementing information

technology (IT) governance to achieve desirable behavior in the use of IT. A literature-based

integrated IT management model (IITMM) is developed. Research objectives further include a

high-level assessment of organizations' perceived level of IT governance capabilities by applying
the proposed IITMM.

The IITMM discusses the IT governance literature in three management levels (i.e. nor-

mative, strategic and operational) and in three management dimensions (i.e. goals, structures
and behaviors). The model was applied to ¯ve companies from Turkish automotive supply

industry. Based on the IITMM, a questionnaire was developed to provide a structured interview

pattern for face-to-face interviews. An interview with a business or IT executive was conducted

in each company.
Results of the study revealed that except strategic goals and operational goals, di®erent IT

governance capability patterns exist for each company. Although the strategic goals and op-

erational goals of IT governance are well understood by all participating companies, there is a

room for improvement in structures and behaviors dimensions, especially in normative beha-
viors and strategic behaviors, as well as in strategic structures and operational structures. In

addition, speci¯c IT governance constructs are identi¯ed as drivers or inhibitors of e®ective IT

governance implementation. Finally, some IT governance mechanisms, such as IT control
framework, independent assurance, IT project management, committees and councils, IT

principles and end-user involvement in determining IT strategies, were perceived as not e®ec-

tively implemented. In summary, the results indicate that the IITMM provides a useful

framework for determining the current IT governance capabilities of companies considering
model's ability to recognize di®erent levels of capabilities and to identify general and speci¯c

improvement opportunities.

Keywords: Information technology governance; information technology management; inte-

grated management; internal control; information technology audit.
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1. Introduction

One model of sustainable international competitive advantage identi¯es technolog-

ical capability, managerial capability and resource exploiting capability as three

interdependent innovation capability dimensions [Ma and Liao (2006)]. Information

is considered as a critical resource that directly a®ects the ability of an organization

to compete and survive in a rapidly changing business environment. Information is

de¯ned as a new production factor added to the traditional factors of production ���
capital, labor, energy and materials [Seger and Stoddard (1993)]. Access of man-

agement to timely information and accelerating the information °ow are considered

critical for accomplishing business objectives [Blanks (1991)]. Management requires

information in order to make informed judgments [Drucker (1995)]. Furthermore,

the speed at which decisions are expected to be made has accelerated since 1990's

[Loughman et al. (2000)].

In the 1990's, information technology (IT) has evolved from its traditional ad-

ministrative support function toward a more strategic role within the organization

[Henderson and Venkatraman (1993)]. Besides replacing manual working methods,

IT has also enabled new services that were not previously available [Brooking

(1996)]. IT also provides the tools that enable organizations to manage information

[Nolan and Seger (1993)] and hence contributes to management's decision-making

process. In order to make e®ective and e±cient decisions, management must be able

to rely on the information provided by IT processes [Luftman et al. (1993); Saka

(2001)].

The increased dependence on IT has created its own risks and emphasized

the need of e®ectively managing and controlling IT within an organization. It

is widely accepted that delivering business value from IT is one of the key concerns

of business executives [Soh and Markus (1995); Luftman et al. (1999); McKay

and Marshall (2004)]. Issues such as integrating business processes with complex

IT processes, building IT skills within the organization, acquisition and develop-

ment of applications, controlling IT related costs, and complying with re-

gulations and standards are considered as mission-critical tasks of today's

organizations. Moreover, systems theory has made clear that changes made in one

part of a system create changes in other system areas [Loughman et al. (2000)].

This substantially increases the risk exposure of IT considering the increased

organizational use of Internet, extranets and intranets for routine business

transactions.

Besides increasing dependence on IT, another driver has also changed the busi-

ness environment signi¯cantly, this time from a regulation and governance per-

spective. Corporate scandals, such as Enron, WorldCom and Tyco, have led to a

restructuring in the accounting and auditing profession and increased the interest in

corporate governance. In 2002, the US Sarbanes–Oxley Act was issued to re-establish

the investor con¯dence. The regulation emphasizes the concept of corporate gover-

nance and requires organizations to prepare an internal control report that states

management's responsibilities for establishing and maintaining adequate internal

controls over the ¯nancial reporting process. 2008 World Financial Crisis has been
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attributed to malpractices in the derivatives markets facilitated by IT systems [Betz

and Khalil (2011)].

Similar governance and audit requirements have been also established by regu-

latory bodies in various countries. The capital markets board (CMB) of Turkey

announced the \Corporate Governance Principles" in June 2003 [CMB (2003)]. In

May 2006, the banking regulation and supervision agency (BRSA) of Turkey issued

a regulation that includes a mandatory and periodic independent IT audit which also

refers to IT governance [BDDK (2006)].

The increased need to e®ectively manage and control IT among the corporate

governance requirements has caused a new discipline to emerge: \IT governance".

The term was traditionally understood as the locus of IT decision-making authority

[Korac-Kakabadse and Kakabadse (2001); Brown and Grant (2005); Dahlberg

and Kivijarvi (2006)] in the form of IT or information systems (IS) governance

arrangements. Besides this traditional research interest, the IT governance research

has also focused on its relationships with corporate governance, strategic alignment

of business and IT, mechanisms and control frameworks to implement IT governance

and evaluation of IT governance practices including IT auditing. IT governance is

still considered as an emerging concept in the literature [Peterson (2004); Dahlberg

and Kivijarvi (2006)] and there is no agreed de¯nition of IT governance as discussed

in Sec. 2.3.

The purpose of the study is to explore how Turkish organizations are imple-

menting IT governance to achieve desirable behavior in the use of IT. Due to the

diversi¯cation of IT governance literature and the emergent nature of the IT gov-

ernance phenomenon, an exploratory research was necessary. The exploratory re-

search approach aimed at understanding the perceptions about current IT

governance practices of organizations rather than testing a priori hypotheses. Re-

search objectives also included a high-level assessment of organizations' perceived

level of IT governance capabilities by applying the proposed integrated IT man-

agement model (IITMM).

The paper is structured as follows. Section 2 consists of the literature review on

the description, implementation and evaluation of IT governance. Section 3 includes

Concept of Integrated Management and discusses the levels and components of the

IMM and its relations with the systemic management. Section 4 discusses the pro-

posed IITMM and its constructs. Section 5 consists of the application and the results

of the ¯eld study. The ¯nal section includes the conclusion and implications for

further research.

2. Literature Review on IT Governance

2.1. IT from a resource perspective

A resource-based approach to IT is proposed in the 4th edition of COBIT framework

[ITGI (2005)]. The framework de¯nes four IT resources: information, applications,

infrastructure and people. The de¯nitions of these resources are presented in Table 1.

Throughout the thesis the term \information technology" has been considered from

a resource perspective as described by ITGI [2005].

An Exploratory Study on the Development and Application of IITMM
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2.2. De¯nition of IT governance

The term \governance" stems from the word \kubernan", which means navigation

or the process of continuously orienting and adjusting in Greek language [Haes

and Grembergen (2006)]. As noted by various researchers, \IT governance" is a

relatively new term in the academic literature [Brown and Grant (2005); Simonsson

and Johnson (2005); Dahlberg and Kivijarvi (2006); Haes and Grembergen (2006);

Webb et al. (2006)]. De¯nitions of IT governance identi¯ed during the literature

review are presented in Table 2 indicating the new properties suggested by each

de¯nition.

It can be easily noted that each de¯nition includes one or more di®erent aspects

that are associated with the term \IT governance". Some de¯nitions re°ect cor-

porate governance principles by focusing on the control and accountability [e.g.

Boynton et al. (1992); Brown and Grant (2005); Weill (2004); Webb et al. (2006)]

while others link the term to the strategic alignment [e.g. Henderson and

Venkatraman (1993); MITI (1999); ITGI (2000); Korac-Kakabadse and Kakabadse

(2001); Webb et al. (2006)] and IT decision-making arrangements [e.g. Samba-

murthy and Zmud (1999); Weill (2004); Simonsson and Johnson (2005)]. Other

de¯nitions re°ect the mechanisms including structures that constitute the IT gov-

ernance within an organization [e.g. ITGI (2000); Korac-Kakabadse and Kakabadse

(2001)].

Based on a number of IT governance de¯nitions identi¯ed in the literature,

Simonsson and Johnson [2005] and Webb et al. [2006] proposed new de¯nitions

consolidating the di®erent aspects of the term. Simonsson and Johnson [2005] noted

that most IT governance de¯nitions agree that IT governance is a concern of the top

management to control the strategic impact of IT and its value delivery to the

Table 1. COBIT's de¯nition of IT resources [ITGI (2005)].

De¯nition Properties suggested

Information Information is the data in all their forms

input, processed and output by the IS,

in whatever form is used by the busi-

ness.

Information; business use

Applications Applications are the automated user sys-

tems and manual procedures that

process the information.

Automated user systems; information

processing

Infrastructure Infrastructure is the technology and facil-
ities (hardware, operating systems,

database management systems, net-

working, multimedia, etc., and the

environment that houses and supports
them) that enable the processing of the

applications.

Technology and facilities combined to a
single resource; supports application

processing

People People are the personnel required to plan,
organize, acquire, implement, deliver,

support, monitor and evaluate the IS

and services. They may be internal,

outsourced or contracted as required.

Evaluation of IS; source of the people
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business. Accordingly, both authors consider corporate governance as a major area

that have an in°uence on the evolution of IT governance. Webb et al. [2006] further

include strategic IS planning as another in°uencing discipline.

The most signi¯cant di®erence between both consolidated de¯nitions is that the

de¯nition of Webb et al. [2006] omits the IT decision-making aspect of IT gover-

nance. It focuses on the outcomes (strategic alignment and value delivery) rather

than mechanisms that are designed to facilitate the implementation of good gover-

nance practices. This approach is based on the argument that the existence of

structures, policies and procedures is not evidence of IT governance within an or-

ganization [Peterson (2000); Trites (2004); Webb et al. (2006)]. On the other hand,

Table 2. De¯nitions of IT governance.

Author De¯nition New properties suggested

Boynton et al.

[1992], cited in

Brown and

Grant [2005]

IT governance is concerned with the location, distri-

bution and pattern of managerial responsibilities

and control that ultimately a®ect how IT resources

are applied and then implemented.

Patterns of responsibility

and control; focus on

resources

Henderson and

Venkatraman

[1993]

The selection and use of mechanisms (e.g. joint ven-

tures with vendors, strategic alliances, joint

research and development of new IT capabilities)

for obtaining the required IT competencies.

Mechanisms, focus on

competencies

Sambamurthy and

Zmud [1999]

IT governance arrangements refer to the patterns of

authority for key IT activities in business ¯rms,

including IT infrastructure, IT use and project

management.

Patterns of authority;

focus on IT activities

MITI [1999] IT governance is de¯ned as the organizational capacity

to control the formulation and implementation of

IT strategy and guide to proper direction for the
purpose of achieving competitive advantages for

the corporation.

Organizational capacity,

strategy; focus on

competitive advantage

ITGI [2000] IT governance is de¯ned as the structure of relation-

ships and processes to direct and control the en-
terprise in order to achieve the enterprise's goals by

adding value while balancing risk versus return

over IT and its processes.

Structures, relationships,

processes to direct and
control; focus on value

and risk

Korac-Kakabadse
and Kakabadse

[2001]

IS/IT governance concentrates on the structure of
relationships and processes to develop, direct and

control IS/IT resources in order to achieve the

enterprise's goals through value-adding contribu-
tions, which account for balancing risk versus re-

turn over IS/IT resources and its processes.

A combination of former
properties

Weill [2004] IT governance is de¯ned as specifying the framework

for decision rights and accountabilities to encour-
age desirable behavior in the use of IT.

Decision rights and ac-

countability; focus on
desirable behavior

Simonsson and

Johnson [2005]

IT governance is basically about IT decision-making:

The preparation for, making of and implementa-

tion of decisions regarding goals, processes, people
and technology on a tactical and strategic level.

A combination of former

properties

Webb et al. [2006] IT governance is the strategic alignment of IT with the

business such that maximum business value is
achieved through the development and mainte-

nance of e®ective IT control and accountability,

performance management and risk management.

A combination of former

properties and perfor-
mance management
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ITGI's [2000] de¯nition of IT governance includes both arguments by considering

mechanisms (. . . relationships and processes to direct and control the enterprise) and

outcomes (. . . achieve the enterprise's goals by adding value while balancing risk

versus return over IT and its process) at the same time.

According to the rules for formal conceptual de¯nitions as set by Wacker [2004],

de¯nitions should:

(i) include only unambiguous and clear terms;

(ii) have as few as possible terms in the conceptual de¯nition to avoid violating the

parsimony virtue; and

(iii) not make any term broader.

IT governance de¯nitions of ITGI [2000]; Simonsson and Johnson [2005] and

Webb et al. [2006] violate these rules by including numerous unclear terms that make

the de¯nition less exclusive. On the other hand, Weill [2004] de¯nition of IT gov-

ernance achieves compliance with these rules and focuses both on mechanisms (. . .

the framework for decision rights and accountabilities) and outcomes (. . . desirable

behavior in the use of IT) as intended by ITGI's [2000] de¯nition. One could argue

that the desirable behavior is an ambiguous expression. Weill [2004] explained that

the desirable behavior is one that is consistent with the organization's mission,

strategy, values, norms and culture such as behavior promoting entrepreneurship,

sharing and reuse or relentless cost reduction. Desirable behaviors are di®erent in

every organization and they are the basis for value creation [Weill and Ross (2004b)]

and may be in°uenced by political behavior in an organization [Chang (2006)]. In

summary, desirable behavior points out to IT governance's \organization speci¯c"

outcomes that are strategically determined within the decision rights and account-

ability framework, and therefore achieves an unambiguous nature in that speci¯c

organization. This approach is also supported by the imperfectly imitable [Peterson

(2000)] nature of IT governance.

Throughout the study, the IT governance de¯nition of Weill [2004] is preferred

considering that it focuses on both principal aspects of IT governance and complies

with the rules for formal conceptual de¯nitions of Wacker [2004].

2.3. Consolidation of IT governance literature

Numerous papers discussed the IT governance from di®erent perspectives in the

literature. In this study, the IT governance literature is classi¯ed in three consecutive

domains covering \description", \implementation" and \evaluation" of IT gover-

nance. Literature for each domain includes di®erent perspectives or research streams

as shown on Table 3.

The IT governance research started in the early 1990's in the \description" do-

main with a focus of strategic alignment of business and IT including studies on IT

value delivery. This domain covered di®erent models such as strategic alignment

model (SAM) [Henderson and Venkatraman (1993)], strategic IS management

pro¯le [Sabherwal et al. (2001)] and strategic alignment objectives model (SAOM)

[OGC (2005)]. Soh and Markus [1995]; ITGI [2003] and Dahlberg and Kivijarvi
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[2006] proposed additional models that discuss the strategic alignment from a value

perspective. This was followed by research on IT decision-making arrangements

toward the end of the decade covering discussions on di®erent IT governance

archtypes. Due to the signi¯cant research on this stream, IT governance was

often referred to the locus of IT control until new perspectives were proposed in the

2000's.

In the 2000's, the literature started to focus on the \implementation" and ¯nally

on the \evaluation" domains, whereas the research in the \description" domain was

Table 3. Literature on IT governance.

Domain Perspective Literature

Describing IT

governance

De¯nition of IT gover-

nance and consoli-

dation of literature

Simonsson and Johnson [2005]; Dahlberg and Kivijarvi

[2006]; Webb et al. [2006]

Relationships with cor-
porate governance

MITI [1999]; Korac-Kakabadse and Kakabadse [2001];
Nestor [2002]; ITGI [2003]; Hamaker [2003]; Haes and

Grembergen [2004]; Trites [2004]; Weill and Ross

[2004b]; Damianides [2005]; Kaarst-Brown and Kelly

[2005]; Musson and Jordan [2005]
Strategic alignment of

business and IT

Henderson and Venkatraman [1993]; Soh and Markus

[1995]; Luftman et al. [1999]; Sabherwal et al. [2001];

ITGI [2003]; Legrenzi [2003]; Grembergen et al. [2004];

McKay and Marshall [2004]; Peterson [2004]; OGC
[2005]; Dahlberg and Kivijarvi [2006]

Locus of IT decision-

making

Brown and Magill [1998]; Sambamurthy and Zmud [1999];

Peterson [2000, 2004]; Weill [2004]; Weill and Ross
[2004a]; Brown and Grant [2005]

Implementing IT

governance

Mechanisms of IT gov-

ernance

McFarlan [1981]; McFarlan et al. [1983]; Blanks [1991];

Currie [1995]; Brown [1999]; Luftman et al. [1999];

Peterson [2000, 2004]; Grembergen et al. [2004]; Haes
and Grembergen [2004]; Wilson and Howcroft [2005]

Control and governance

frameworks

COSO [1992]; Colbert and Bowen [1996]; ITGI [2000,

2004b, 2004c, 2005, 2007a, 2007b]; AICPA [2001];

Bladergroen et al. [2001]; IIARF [2001]; Ernst and
Young [2002]; AICPA and CICA [2003]; Champlain

[2003]; Singleton and Flesher [2003]; Ridley et al.

[2004]; Aksoy [2005]; Bedard et al. [2005]; Damianides
[2005]; Gelinas et al. [2005]; OGC [2005]; Oud

[2005]; Skinner [2006]; Wagner [2006]; Webb et al.

[2006]

Evaluating IT
governance

Approaches for IT gov-
ernance evaluation

Brooking [1996]; MITI [1999]; ITGI [2000, 2004a, 2005,
2007b]; Grembergen [2000]; Luftman [2000]; Guldentops

et al. [2002]; Guldentops [2003]; Hamaker [2003]; CICA

[2004]; Wheelen and Hunger [2004]; Grembergen and

Haes [2005]; Peterson [2004]; Weill and Ross [2004a];
Damianides [2005]; Cram [2007]

IT audit Blanks [1991]; Elliot [1992]; Williams [1992]; Yau and

Davis [1993]; Arens and Loebbecke [1997]; McNamee
and Selim [1998]; Rezaee and Reinstein [1998]; ITGI

[2000, 2005, 2007b]; Saka [2001]; Woda [2002];

Legrenzi [2003]
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extended to include relationships of IT governance with corporate governance. The

research on the IT governance mechanisms primarily focused on the dimensions of

processes, structures and relationships. In addition, applicability of the existing

control frameworks (such as COSO, COBIT, SAC/eSAC, SAS 55/78/94, ITIL and

Trust Services) to the IT governance was also discussed in the \implementation"

domain. In the \evaluation" domain, the literature covered di®erent approaches for

the evaluation of IT governance practices in the organization, as well as the role of

IT audit.

Starting from 2005, some research was reported on the consolidation of the IT

governance literature and re-de¯nition of IT governance due to extended perspec-

tives other than business-IT alignment and locus of IT decision-making.

3. Integrated Management Model

3.1. Introduction

Managers and consultants use a wide range of tools and techniques to support

strategic decision-making in increasingly complex, competitive and dynamic busi-

ness environments. The choice of what management tool to use, and how to deploy it

most appropriately, can be very confusing due to the proliferation of approaches

developed by academics, consultants and ¯rms [Phaal et al. (2006)], although some

claim to be simple, yet powerful, approach to the management of technology [e.g.

Hull et al. (2007)] and propose that integrated innovation between technology and

organization is critical for the improvement of competitiveness [Guan and Liu

(2007)].

In 1991, Bleicher introduced The Concept of Integrated Management which is

based on the system approach developed by Hans Ulrich in the University of St.

Gallen. According to the St. Gallen Management Concept of Ulrich [1984; cited in

Bleicher (1999)], the management has the following three functions:

(i) Forming: It is about the design of an integrated framework that enables the

viability and development of the organization through the achievement of its

goals.

(ii) Steering: Guiding the organization by determining goals and de¯ning, initiating

and controlling activities of the system and its elements.

(iii) Development: Development occurs over time as a result of forming and steering

processes. In social systems, it is also an autonomous and evolutionary result of

integrated accumulation of knowledge, competencies and preferences.

Bleicher extended this approach by de¯ning two dimensions of the management.

As shown in Fig. 1, di®erent management levels (normative, strategic and opera-

tional) are de¯ned according to the impact of time in the horizontal dimension.

While the normative management deals with the development and viability of the

organization, the strategic level is concerned with the construction, maintenance

and utilization of success potentials. The operational management executes the

implementation function for actual value delivery. The three management levels can

E. Be»sli & M. A. €Oner
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also be described as conception, clari¯cation ��� orientation and implementation ���
realization, respectively [Saritas and Oner (2004)].

The vertical dimension of the IMM includes three management components

de¯ned as goals, structures and behaviors. Goals include all activities related to

the forming, steering and development functions of the management. Structures

include the system elements and their relationships, as well as the instruments

required for their arrangement. Behaviors deal with the social and cultural aspects

of the organization and its integration with the environment. The IMM assumes

that after goals are determined, organizational structures are manipulated, and

¯nally a basic behavioral pattern is determined and created [Alsan and Öner
(2003)].

3.2. Notions of systemic management

Researchers have emphasized the importance of systemic approach to understand

the ¯t between technology strategy and corporate strategy [Chen et al. (2008)]. In a

system, no variable can in°uence another variable without being a®ected by it

[Bleicher (1999)]. Likewise, the IMM assumes that the nature of the problem cannot

be understood separate from its solution [Saritas and Oner (2004)].

The IMM is based on the following notions of systemic management [Schwaninger

(2000); Saritas and Oner, (2004)]:

(i) The IMM is integrative. By combining di®erent levels and dimensions of

management, the model builds on a comprehensive set of essential variables.

This complex structure enables e®ective organizational development and

transformation.

(ii) The IMM considers the management as a multidimensional process. The

dimensions include goals, structures and behaviors on the vertical view.

Fig. 1. Integrated management matrix [Bleicher (1999); Alsan and Öner (2003)].

An Exploratory Study on the Development and Application of IITMM
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(iii) The IMM considers management as a multilevel process by de¯ning normative,

strategic and operational levels on the horizontal view.

(iv) According to the IMM, the management is a recursive process. A recursive

structure comprises autonomous units within autonomous units. As a result, the

model can be applied to any level of recursion within an organization.

(v) All components of the IMM are dynamically inter-related.

Figure 2 illustrates the integrative, multidimensional and multilevel nature of the

IMM as a triangular prism developed and proposed by the present study. The nodes

correspond to each component of the IMM while the lines represent the dynamic

interrelation between these components.

4. The Integrated IT Management Model

4.1. The development of the proposed model

Bleicher's [1999] IMM has been used as a conceptual modeling framework for a

number of researches in the literature. The literature-based IITMM is exclusively

based on the IMM framework and inherits its virtues. Throughout the design of the

IITMM, the IMM was used as a framework to include a comprehensive set of es-

sential variables [Schwaninger (2000)] identi¯ed throughout the literature review on

IT governance. To provide an integrated and holistic view of the IT governance,

these essential variables were then classi¯ed according to the levels and dimensions

of the IMM.

Fig. 2. IMM illustrated as a triangular prism.
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The set of constructs and their classi¯cations were reviewed by three experts,

including a board member of TAYSAD, as part of questionnaire reviews which will

be later discussed in Sec. 5.1 Based on the feedback collected, the following updates

were made to the model in general:

(i) Reclassi¯cations were made for some constructs.

(ii) Holistic implementation or evaluation methods such as IT balanced scorecard

and maturity models were dropped from the proposed model. The proper

classi¯cation of these construct was considered practically unfeasible as they

self-included a range of already identi¯ed constructs and were organization-

speci¯c in nature.

(iii) One reviewer argued that a construct may exist in more than one level or

dimension of the model. This argument was especially supported by other

reviewers through IMM's vertical dimension approach where goals are deter-

mined, organizational structures are manipulated, and ¯nally a basic behavioral

pattern is determined and created [Alsan and Öner (2003)]. Following this

approach, relevant constructs have been included to other levels and dimen-

sions where a literature support was found. For example, risk management has

been considered in the model as an IT governance goal, as a structure (i.e. risk

management approach, methodology or system) and as a behavior (i.e. whether

the established approach is consistently followed).

4.2. Constructs of the integrated IT management model

Following the IT governance de¯nition of Weill [2004], it can be argued that the IT

governance is mostly related with the normative level of the management as it

is about systematically determining who makes each type of decision (a decision

right), who has input to a decision (an input right) and how these people (or groups)

are held accountable for their role. However, considering the notions of the systemic

management as discussed in Sec. 3, the IITMM involves the strategic and opera-

tional levels in addition to the normative level to explain the IT governance in a

dynamically inter-related framework. Accordingly, essential variables that refer to

the strategic and operational levels of the IMM were also identi¯ed during the

literature review and considered within the model. As a result, the IITMM also deals

with the relationships of IT governance with the IT management, which is about

what speci¯c decisions are made [Weill (2004)]. This approach is also in-line with the

argument that IT governance covers di®erent management layers including all

reporting lines from team leaders through board of directors [ITGI (2003)]. In the

case of IITMM, the model covers normative, strategic and operational management

levels.

On the following sections, the constructs of the IITMM will be introduced in the

order of normative, strategic and operational levels. Table 4 in the following pages

provides the ¯nal list of IITMM constructs after expert reviews, with a speci¯c

reference to the publications identi¯ed during the literature review.
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5. Field Study

5.1. Research design

5.1.1. Methodology

A research design is de¯ned as the logical sequence that connects the empirical data

to a study's initial research questions and, ultimately, to its conclusions [Yin (2003)].

A two-phased research approach was applied beginning with a conceptual modeling

as covered in Sec. 4. Conceptual modeling was followed by the case study phase

which employed structured face-to-face interviews as a data gathering strategy.

The case study was considered as the appropriate research strategy by meeting

the following three conditions as described by Yin [2003]:

(i) A case study is suitable where the form of research question is \how" and

\why". The research question of this study is formulated as \How are Turkish

organizations implementing IT governance to achieve desirable behavior in the

use of IT" and therefore complies with the ¯rst condition.

(ii) A case study is preferred where the researcher's control over the behavioral

events is restricted. In this study, the research objectives do not require a direct

control of the events. Therefore, this condition is also met.

(iii) Finally, a case study deals with a contemporary phenomenon that needs to be

investigated within a real-life context. This study involves a literature-based

model to understand organization's perceived level of IT governance capabili-

ties within its real-life context. Thus, the research complies with this condition

as well.

Interviews are considered as one of the primary sources of case study information

[Yin (2003)]. Structured interviewing was applied as the data gathering strategy in

the case studies for two reasons. First, this method allows capturing people's per-

ceptions of the object reality [Meredith et al. (1989)]. This was required to under-

stand the interviewee's perceptions of the current level of organization's IT

governance capabilities, in-line with the research objectives. Second, structured

interviewing enables the researcher to control the responses to achieve uniform

results [Meredith et al. (1989)]. Given the fact that IT governance is considered as an

emerging concept in the literature, and the constructs are complex in nature, as

suggested by one expert during the questionnaire reviews, structured interviews were

preferred in order to collect consistent responses for each discussed construct.

Following the conceptual modeling phase, a questionnaire was developed to

provide a structured interview pattern for face-to-face interviews in case studies. The

questionnaire was considered as a device that connects the proposed model to the

case studies. More speci¯cally, the questionnaires enabled a re°ection of a priori

constructs of the proposed model as suggested in case studies to provide better

grounding of construct measures, thus improving the construct validity [Eisenhardt

(1989)]. Finally, combined with face-to-face interviews, the questionnaire allowed

obtaining both qualitative and quantitative data, therefore providing a synergistic

view of evidence [Eisenhardt (1989)].
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The draft questionnaire was sent to the e-mail group of a research community

consisting of more than 50 people to collect an initial feedback on the understand-

ability of questions. Seven responses were collected within three weeks after two

additional reminders were sent to the group. The updated questionnaire was then

reviewed by three experts, including an IT governance and audit practitioner, to

enhance the validity and reliability of the study. Review notes were documented as

e-mail correspondence and additional discussions were made to follow-up with the

reviews. To improve the applicability of the questionnaire, a face-to-face pilot study

was performed with a board member of TAYSAD who also participated in the case

study.

Based on the feedback collected from the research community, all experts and the

pilot study, following updates were made to the questionnaire:

(i) Reclassi¯cations were made for some constructs in the model as discussed in

Sec. 4.

(ii) Some inconsistencies in the scales were corrected such as missing ranges.

(iii) Ambiguous questions were reworded to improve the understandability.

(iv) Scales for revenue, number of employees and questions regarding the IT

organizational structures in place were updated in-line with the recommenda-

tions of the board member of TAYSAD in order to collect more precise data.

(v) In addition, as IT governance is an emerging concept in the literature, one

expert suggested that there will be only a few candidates in each company who

have the ability to reliably respond to the questions. As noted earlier, this was

one of the main reasons of why structured interviews were considered as the

data gathering strategy.

After the questionnaire was ¯nalized, the case study phase started. In line with

research's objectives, a holistic multiple-case approach [Yin (2003)] was applied. A

speci¯ed population was targeted for selecting cases as suggested by Eisenhardt

[1989] to improve the external validity. Eight companies that operate in Turkish

automotive supply industry and are also members of TAYSAD were selected on the

basis of availability and accessibility. However, a theoretical sampling was also

considered to include examples of polar types (i.e. companies with very small or no

IT departments and companies with relatively larger IT departments) as suggested

by Eisenhardt [1989]. Only ¯ve out of eight companies accepted to participate in the

study.

To mitigate the complexity limitation for constructs and questions, as noted by

one expert, and to improve the reliability of the study, an interview was scheduled

with the CIO or IT manager (or equivalent) level in each company. Where a CIO, IT

manager or an equivalent could not be identi¯ed due to simpler IT arrangements in

place, the interviews were scheduled with a top management executive. Prior to

structured interviews, all participants received a one page summary including an

introduction to the questionnaire. Each questionnaire was completely discussed in-

cluding informative sections, open-ended questions and perceptions of IMM levels

and dimensions. After reviewing and discussing all questions, two interviewees
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preferred to use the web-based questionnaire to document their responses for the

perceived level of IT governance capabilities. At the end of each interview, the

researcher con¯rmed with the interviewee his understanding of the issues noted

during the interview. Each of the interviews lasted between 11
2 and two hours were

conducted between December 2007 and February 2008.

5.1.2. Limitations

First, although the proposed model is based on a comprehensive literature review

covering a range of academic publications, professional frameworks, standards and

regulations, it should be recognized that a critical construct may be unaddressed.

This limitation is mitigated to a certain degree by model and questionnaire reviews

performed by three experts as discussed in the previous section.

Second, the research is performed in a single industry with ¯ve companies and the

generalization of the results is limited to implications for future research. The

quantitative data collected is only used for visual inspection to support the quali-

tative ¯ndings.

Third, interviews are subject to bias, poor recall and inaccurate articulation [Yin

(2003)] and therefore may lead to inaccurate assessments of the perceived level of IT

governance capabilities. To mitigate this limitation, the \assessment" objective of

the study was not disclosed during the interviews.

Finally, the collected data refers to the organization's IT governance capabilities

which are assessed as \point-in-time". To explore the evolution of perceived level IT

governance capabilities over time, the research needs to be repeated with a longi-

tudinal focus.

5.2. Results

5.2.1. Case description

Five companies that operate in Turkish automotive supply industry and are also

members of TAYSAD were selected for case studies as discussed in the methodology

section. A summary pro¯le of these companies are provided in Table 5 including

years in business, legal form, percentage of foreign shares, public status, number of

employees, annual revenue, number of IT personnel, number of total IT users within

the company and annual IT budget. All companies share some common character-

istics such as the legal form is corporation, the shares are not publicly traded in any

stock exchange and there is no foreign shareholder in the ownership structure. All

companies operate in the same industry for at least more than 20 years where two

companies (Company A and D) are approaching to 50 years of experience in the

business.

As can be noted in Table 5, the participated companies di®er in size considering

the number of employees and the annual revenue. The number of employees varies

from between 50 to 99 (Company B) to more than 1000 (Company D and E),

whereas the annual revenue di®ers from less than $5 000 000 (Company B) to more

than $25 000 000 (Company C, D and E). The IT ¯gures also vary in terms of
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number of IT personnel, total number of IT users in the company and the annual IT

budget. Company A and B have only one dedicated IT personnel, whereas others

have larger IT organizations in place, Company E having the most IT employees.

Company D has the largest IT user base among all companies participated in the

study.

Table 6 further provides a summary pro¯le of interviewees in each company. All

interviewees have at least an undergraduate degree and their total years of experi-

ence varies from 11–15 to more than 21 years. Moreover, the total years of experience

with the participant company is at least six years in Company D and E, whereas it is

more than 21 years in Company A and C. This successfully positions all interviewees

to reliably participate in the study as representatives of their companies and to rate

the perceived level of IT governance capabilities in place.

Table 6. Interviewee pro¯les.

Information Company A Company B Company C Company D Company E

Position in the
company

Head of Executive
Committee

CEO Manager of Inf.
and

Comm.

Systems

IS Manager IT Group
Manager

Level of educa-

tion

PhD Graduate,

MBA

Graduate, MS Undergraduate,

BA

Undergraduate,

BS

Experience in

years

21 and more 11–15 21 and more 21 and more 11–15

Years with the

company

21 and more 11–15 21 and more 6–10 6–10

Reports to Chairman of the

Board

Board of

Directors

Deputy CEO CEO Finance Group

Director

Table 5. Company pro¯les.

Informationa Company A Company B Company C Company D Company E

Years in business 40–50 20–30 40–50 30–40 40–50

Legal form Corporation Corporation Corporation Corporation Corporation

% foreign shareholder 0% 0% 0% 0% 0%

Public company No No No No No
Number of employees 100–249 50–99 500–999 1000 and more 1000 and more

Annualb revenue (in

thousand $)

15,000–19,999 0–4,999 25,000 and more 25,000 and more 25,000 and more

Number of IT

personnel

0–1 0–1 2–5 2–5 6–10

Number of IT users 10–49 50–99 100–249 250–499 100–249

Annualb IT budget

(in thousand $)

250–499 100–249 250–499 100–249 250–499

aTo ensure the con¯dentiality of responses, all information in this table is presented by ranges, as collected

via questionnaires. The \years in business" information is a conversion of the actual year of foundation to

a corresponding range.
bAnnual ¯gures in this table refer to the forecasted ¯gures for 2007, as obtained during the interviews.
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In Company A and Company B, a CIO, IT manager or equivalent was not

designated due to the simple IT governance arrangements in place. Therefore, an

interview with a top management executive was held to complete the questionnaire.

The interviewees in other companies are the IT executives responsible for the

management of IT functions.

The average perceived scores of current IT governance capabilities calculated for

each IITMM component are converted to a \capability scale" to enable more e±-

cient comparison of results. The ranges in Table 7 were used for the conversion, e.g.

the average score for a particular IITMM component refers to \a low IT governance

capability" for that component, if its score is between 1.00 and 1.99.

5.2.2. Perceived drivers and inhibitors of IT governance

Interviewee's responses to the open-ended questions regarding the perceived drivers

and inhibitors of e®ective IT governance implementation, as discussed in the within-

case analysis section, are summarized in Tables 8 and 9, respectively. For each driver

and inhibitor identi¯ed, the corresponding IITMM construct and its level and di-

mension is further noted.

Table 7. Capability scale.

Average perceived

IITMM score Capability

1.00–1.99 Low

2.00–3.49 Low-Mid

3.50–4.99 Mid-High
5.00–6.00 High

Table 8. Perceived drivers of e®ective IT governance implementation and the corresponding IITMM

constructs.

Drivers Fq.a IITMM construct IITMM component

Top management's commitment 2 ��� All

Availability of adequate IT
budget

2 IT resource management SG, SS, SB

Requirements for alignment of IT

and business processes

2 Strategic alignment ��� strategic ¯t SG

Need for availability 2 Availability OG

Business demand for adequate

data processing capacity

1 Scalability ��� capacity management OG

Integration requirements with
parent industry

1 IT value delivery ��� business °exibility SG

Need for reliability 1 Reliability NG

Need for e±ciency in production 1 E±ciency OG

End-user expectations 1 End-user satisfaction OG
Availability of su±cient IT

competency

1 IT core competencies SS

Adequate prioritization of

investments

1 Prioritization OS, OB

aFrequency (Fq.) refers to number of cases where the particular driver or inhibitor was identi¯ed.
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As can be noted in Tables 8 and 9, the drivers and inhibitors identi¯ed by

interviewees do not concentrate on any IITMM level or dimension, and are rather

dispersed across the IITMM. Some drivers and inhibitors refer to the same IITMM

construct representing a re°ection of each other. \Top management's commitment"

identi¯ed both as a driver and inhibitor is not mapped to any speci¯c IITMM

construct. Being based on the IMM, the IITMM inherently integrates top man-

agement commitment in all levels and dimensions.

5.2.3. IITMM constructs with extreme perceived scores

In this section, the average perceived scores of IITMM constructs are further analyzed

to identify the constructs with the highest and lowest perceived scores in each IITMM

component. Table 10 summarizes such an analysis where IITMM constructs with

highest and lowest perceived scores are represented for each IITMM component.

As can be noted in Table 10, compliance and availability in the goals dimension

received the highest possible rating from all interviewees con¯rming the require-

ments of information suggested by the literature. In addition, IT resource man-

agement, noted both as a driver and inhibitor in the previous section, was identi¯ed

in strategic goals and behaviors in the table. On the other hand, independent as-

surance in operational behaviors has the overall lowest perceived score together with

committees and councils in strategic structures. Independent assurance was further

noted in the normative behaviors component. This shows that, although considered

as an important element of IT governance in the literature, companies in general do

not perform internal or external IT audits and if done, the results of the audits are

not su±ciently taken into consideration by the board of directors. The relatively

lower score for IT control framework in normative structures can be explained by the

lack of an implementation of formal IT control frameworks in all companies. Al-

though control frameworks are utilized on an ad hoc basis in some of the companies,

Table 9. Perceived inhibitors of e®ective IT governance implementation and the corresponding IITMM

constructs.

Inhibitors Fq. IITMM construct IITMM component

Lack of required IT competency 3 IT core competencies SS

Lack of end-user involvement in IT

projects

2 End-user involvement–IT projects SB

No adequate IT budget available 2 IT resource management SG, SS, SB

Lack of end-user IT knowledge 1 End-user IT knowledge OB

Incompliance with procedures 1 IT policies and procedures OS, OB

Lack of top management's
commitment

1 ��� All

Low return on investment for IT 1 IT resource management SG, SS, SB

Di±culty in measuring return on

investment of IT

1 IT resource management SG, SS, SB

Infrastructure and availability

problems faced

1 Availability OG

High IT turnover ��� di±culty in
maintaining IT competency

1 IT core competencies SS
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no companies have actually implemented an IT control framework in place. More-

over, only two companies do have plans to deploy a framework (ITIL) in the future.

In summary, this analysis revealed the speci¯c strengths and weaknesses of the

IT governance implementation in ¯ve participated companies regarding each IITMM

component. The lowest scores in each IITMMcomponent can be considered as starting

points for improving the overall IT governance implementation in companies.

5.2.4. Comparison of perceived IT governance capabilities

In this section, the perceived IT governance capabilities of participated companies

are compared to explore potential patterns. The average IITMM component scores

for each company are presented on Table 11 including basic descriptive statistics

such as mean, standard deviation (St. D.), minimum and maximum values. Fol-

lowing this table, the overall perceived IITMM component scores of ¯ve companies

are further visualized by a radar diagram in Fig. 3.

The analysis revealed various similarities and di®erences of IT governance cap-

abilities of participated companies. First, a similarity lies in \high" IT governance

capabilities of IITMM's strategic goals and operational goals in all companies. As

Table 10. IITMM constructs with extreme perceived scores in each component.

Goal Structure Behavior

Normative

Highest

Compliance

6,0

Responsibility

5,8

Relevant social groups

5,2
Lowest

Corporate governance

4,6

IT control framework

4,0

Independent assurance

IT principles

3,2

Strategic

Highest
IT risk management

IT resource management

5,8

Formal positions and roles

5,4

IT resource management

5,0

Lowest
IT value delivery ��� business

°exibility

4,5

Committees and councils

2,6

End-user involvement ��� IT

strategies

2,8

Operational

Highest

Availability

6,0

IT policies and procedures

IT processes
4,8

Informal networking

practice ��� physical
collocation and IT networks

Business knowledge of IT

management
5,4

Lowest

E±ciency

Scalability
4,8

IT project management

3,0

Independent assurance

2,6
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presented in Table 11 and can be noted in Fig. 3, strategic goals and operational

goals have also the lowest standard deviation among all IITMM components. This

indicates that the strategic goals and operational goals of IT governance are well

understood by all participated companies, and there are no major di®erences in these

IT governance capabilities compared to other IITMM components.

Second, normative behaviors and strategic behaviors have the lowest average

perceived score among all IITMM components. Moreover, there is no company with

\high" IT governance capabilities in these components. Strategic behaviors com-

ponent further has the highest standard deviation compared to other IITMM

components. Given the fact that the operational behaviors component also does not

have an average \high" IT governance capability, the behaviors dimension in general

indicates an important IT governance improvement area for companies.

Third, besides the behaviors dimension, some other IITMM components includ-

ing strategic structures and operational structures do not have an average \high" IT

1,00

2,00

3,00

4,00

5,00

6,00

NG

NS

NB

SG

SSSB

OG

OS

OB

Co A

Co B

Co C

Co D

Co E

Average

Fig. 3. Radar diagram of perceived IITMM scores.

Table 11. Comparison of perceived IITMM scores.

Co. A Co. B Co. C Co. D Co. E Mean Min. Max. St. D.

NG 5,13 5,67 5,89 4,89 4,33 5,18 4,33 5,89 0,62

NS 4,17 5,17 5,50 4,83 5,83 5,10 4,17 5,83 0,64

NB 4,00 4,00 4,70 3,30 4,10 4,02 3,30 4,70 0,50

SG 5,36 5,42 5,50 5,00 5,58 5,37 5,00 5,58 0,22
SS 3,33 3,78 4,78 4,33 5,22 4,29 3,33 5,22 0,76

SB 4,22 2,44 4,78 3,44 3,89 3,76 2,44 4,78 0,88

OG 5,40 5,67 5,53 5,07 5,33 5,40 5,07 5,67 0,23

OS 3,40 4,60 5,60 3,80 4,20 4,32 3,40 5,60 0,84
OB 4,07 3,43 5,21 3,71 4,36 4,16 3,43 5,21 0,69
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governance capability. These IITMM components can be further considered as

general improvement areas.

In general, the results indicate that except strategic goals and operational goals,

di®erent IT governance capability patterns exist for each studied company. The

di®erences are more visible for some of the IITMM components. For example, the IT

governance capabilities in strategic structures and operational structures and op-

erational behaviors vary between \low-mid" to \high".

5.2.5. Discussion

There are no theoretical propositions available in the current IT governance liter-

ature that discusses the possible links between the IITMM components. However,

following IMM's assumption that after goals are determined, organizational struc-

tures are manipulated, and ¯nally a basic behavioral pattern is determined and

created [Alsan and Öner (2003)], a similar pattern can be expected within IITMM.

As can be noted in Table 11, the average score of goals, structures and behaviors

decrease throughout the vertical view of IITMM, which con¯rms this proposition.

On the other hand, this exact pattern is only found in three companies (Company B,

C, D), whereas the goals dimension still scored higher than the behaviors dimension

in Company A and E. Considering the relatively higher standard deviation of

strategic structures and operational structures as noted in Table 11, and the lack of

some mechanisms found in these components as documented in within-case analysis,

future research is suggested to explain the overall in°uence of strategic structures

and operational structures to the IITMM.

In general, the possible links between the IITMM components may be in°uenced

by a number of other variables including the ones summarized as company pro¯les in

Table 5. For example, all participated companies have formal IT organizations,

where Company A and B have only one IT sta® in place, as some important IT

functions are outsourced to service companies. At this point, the e®ect of outsourcing

on the perceived IT governance capabilities can be further investigated. Moreover,

other possible relationships may exist between perceived IITMM component scores

and the perceived level of competition and company performance. Future explana-

tory research is also suggested for this area.

On the other hand, the di®erences in IT governance capability patterns identi¯ed as

a result of the cross-case analysis have a signi¯cant literature support.At this point, the

reader should be reminded that throughout this study, the IT governance is de¯ned as

specifying the framework for decision rights and accountabilities to encourage desirable

behavior in the use of IT [Weill (2004)]. As discussed in Sec. 2.2, desirable behavior

points out to IT governance's \organization speci¯c" outcomes that are strategically

determined within the decision rights and accountability framework, and therefore

achieves an unambiguous nature in that speci¯c organization. Moreover, IT gover-

nance is considered as a unique resource from a resource-based view (RBV) [Barney

(1991)] and thus considered as imperfectly imitable [Peterson (2000)]. As a result, it

can be concluded that each organization has a di®erent IT governance implementation

whichmay result in di®erent perceived level IT governance capabilities as suggested by
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IITMM scores. In this study, the application of the IITMM captured these di®erences

at two points. First, di®erent patterns were identi¯ed throughout the IITMM

dimensions and levels as presented in Table 11 and in Fig. 3. Second, the drivers and

inhibitors identi¯ed by interviewees did not concentrate on any IITMM level or di-

mension, and were dispersed across the whole IITMM.

The study's results further revealed three sources of opportunities to improve the

current IT governance capabilities of companies:

(i) The IITMM constructs identi¯ed as drivers or inhibitors of e®ective IT gov-

ernance implementation as presented in Tables 8 and 9 can be a focus point in

order to mitigate the possible negative in°uences or to leverage the driver

characteristics.

(ii) Using IITMM, speci¯c improvement points can be identi¯ed for each IITMM

components as shown on Table 10.

(iii) Finally, overall improvement areas in terms of levels and dimensions of IITMM

can be identi¯ed as noted in Table 11.

6. Conclusion

6.1. Summary and conclusion

The purpose of the study was to explore how Turkish organizations are imple-

menting IT governance to achieve desirable behavior in the use of IT. For this

purpose, a literature-based IITMM was developed to understand organization's

perceived level of IT governance capabilities. The model was then applied to ¯ve

companies from Turkish automotive supply industry.

Our study, as a ¯rst attempt to explore the IT governance phenomenon in

Turkish organizations, has important contributions to the literature. First, the lit-

erature review on IT governance in the study identi¯ed and discussed three conse-

cutive domains (i.e. describing, implementing and evaluating IT governance), which

represents a new approach in consolidating IT governance literature. Second, the

proposed IITMM discussed the IT governance literature in nine di®erent manage-

ment components which are integrated through three horizontal levels and vertical

dimensions. Third, the results of the application of IITMM indicated some similar-

ities and di®erences in perceived level of IT governance capabilities. In addition,

general and speci¯c focus areas were identi¯ed to improve the IT governance cap-

abilities of organizations. Finally, implications for further research were identi¯ed.

Results of the study revealed that except strategic goals and operational goals,

di®erent IT governance capability patterns exist for each studied company, as also

suggested by the literature. The strategic goals and operational goals of IT gover-

nance are well understood by all participated companies, and there are no major

di®erences in these IT governance capabilities compared to other IITMM compo-

nents. On the other hand, there is a room for improvement in structures and

behaviors dimensions, especially in normative behaviors and strategic behaviors,

as well as in strategic structures and operational structures. Besides these general

improvement areas, speci¯c IT governance constructs are identi¯ed as drivers
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or inhibitors of e®ective IT governance implementation, which can be further con-

sidered as focus points. Finally, some IT governance mechanisms discussed in the IT

governance literature, such as IT control framework, independent assurance, IT

project management, committees and councils, IT principles and end-user involve-

ment in determining IT strategies, are not perceived as e®ectively implemented.

To conclude, the results of this study indicate that the IITMM provides a useful

framework for determining the current IT governance capabilities of companies

considering its ability to recognize di®erent levels of capabilities and to identify

general and speci¯c improvement opportunities.

6.2. Managerial and public policy implications

Based on a broad review of academic and professional IT governance literature, the

IITMM can o®er a practical approach for self-assessment of IT governance capa-

bilities in an organization. It can also be used as a benchmarking tool for di®erent

organizations and industries.

The IITMM can also be utilized in the public sector to understand the IT gov-

ernance capabilities of public organizations. Another implication can be the con-

sideration of general and speci¯c improvement areas [e.g. public sector healthcare

services; Savory (2006)] to increase the IT governance capabilities of organizations.

6.3. Implications for further research

A virtue of an exploratory study is to develop new ideas for further studies [Yin

(2003)]. Considering the purpose, scope, limitations and results of this study, the

following future research is recommended.

First, possible inter-relations between the IITMM components and the factors af-

fecting these relationships, including the e®ect of IT outsourcing and the in°uence of

strategic structures and operational structures to the overall pattern of IT governance

capabilities, can be further investigated by explanatory studies. Statistical validity

tests of the proposed model can be performed as part of these studies. Second, possible

relationships between perceived IITMM component scores and the perceived level of

competition and company performance can be a future explanatory research area.

Another direction for future research would be to examine the evolution of IT

governance capability levels and inter-relations between the IITMM components

over time by repeating the study with a longitudinal focus.

Finally, the IT governance phenomenon can be investigated in other industries to

identify any industrial similarities and di®erences which may provide important

public policy implications.
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